Privacy & Data Policy
This Privacy Policy describes our policies and procedures on the collection, use, and disclosure of your information when you use our Service. It also explains your privacy rights and how the law protects you.
We use your personal data to provide and improve the Service. By using the Service, you agree to the collection and use of information in accordance with this Privacy Policy.
 
Interpretation and Definitions
Interpretation
Words with capitalized initials have meanings defined under the following conditions. These definitions apply whether the words appear in singular or plural.
Definitions
· Account – A unique account created for you to access our Service or parts of our Service.
· Affiliate – Any entity that controls, is controlled by, or is under common control with a party. "Control" means owning 50% or more of shares, equity interest, or voting securities.
· Company (referred to as "the Company," "We," "Us," or "Our") – AGONE FINANCIAL INC 302 3RD ST NEPTUNE BEACH FL 32266.
· Cookies – Small files placed on your device that store details of your browsing history.
· Country – Florida, United States.
· Device – Any device capable of accessing the Service, such as a computer, cellphone, or tablet.
· Personal Data – Any information that identifies an individual.
· Service – The Website.
· Service Provider – Third parties processing data on behalf of the Company to provide or analyze the Service.
· Usage Data – Data collected automatically from Service use or infrastructure (e.g., page visit duration).
· Website – AGONE FINANCIAL INC, accessible at https://ag1financial.com.  
· You – The individual using the Service, or the legal entity on whose behalf the Service is used.
 
Collecting and Using Your Personal Data
Types of Data Collected
Personal Data
We may collect personally identifiable information, including but not limited to:
· Email address
· First and last name
· Phone number
· Address (State, Province, ZIP/Postal code, City)
Usage Data
Usage Data is collected automatically and may include:
· IP address
· Browser type/version
· Pages visited, time spent on pages, and timestamps
· Device type, mobile device ID, OS, and mobile browser type
If accessed via a mobile device, we may also collect device-specific information.
 
Tracking Technologies and Cookies
We use cookies and similar tracking technologies (e.g., beacons, tags, scripts) to store information and analyze our Service.
Types of Cookies We Use
· Necessary Cookies (Session) – Essential for Website functionality and fraud prevention.
· Acceptance Cookies (Persistent) – Records if users accepted cookie use.
· Functionality Cookies (Persistent) – Stores preferences such as login details and language.
For more details, visit our Cookies Policy.
 
Use of Your Personal Data
We may use your data for:
· Service Maintenance – Monitoring and managing your account.
· Contract Performance – Fulfilling purchases or agreements.
· Communication – Contacting you via email, SMS, or other digital methods.
· Marketing – Sending updates and offers related to your previous purchases unless opted out.
· Customer Support – Managing and responding to inquiries.
· Business Transfers – In case of mergers, acquisitions, or asset sales.
· Legal Obligations – Compliance with laws, fraud prevention, and protecting rights.
 
Data Sharing
​
· We never share your data.
 
Retention and Transfer of Personal Data
· We retain your data only as long as necessary for legal compliance and Service improvement.
· Data may be processed in locations with varying data protection laws.
· We ensure secure transfers and adequate data protection measures.
 
Your Rights & Data Deletion
You may:
· Request data access, correction, or deletion.
· Delete your account through account settings or by contacting us.
· Opt-out of marketing communications anytime.
Certain data may be retained if legally required.
 
Disclosure of Data
Business Transactions
If involved in a merger, acquisition, or asset sale, your personal data may be transferred.
Law Enforcement & Legal Requirements
We may disclose data:
· To comply with legal obligations.
· To protect Company rights, safety, or prevent fraud.
 
Security of Your Data
We use commercially acceptable security measures, but no method of online storage is 100% secure.
 
Children’s Privacy
· Our Service is not intended for individuals under 13.
· If a child’s data is collected unknowingly, we will remove it.
· Parental consent is required where legally applicable.
 
Third-Party Links
Our Service may contain links to external websites. We are not responsible for their privacy policies or practices.
 
Changes to This Privacy Policy
· We may update this Privacy Policy and will notify users of major changes.
· The "Last updated" date will reflect the latest version.

